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Abstract of the contribution: This paper is to update KI#7 to include RAN being the internal LCS client and update Solution#11.
Discussion
SA2 had requested RAN2 to provide use cases of LCS service used by NG-RAN node, and RAN2 replied that “RAN2 will study this issue as part of the Rel-16 SI.”

Although there is no clear answer from RAN2 for the moment, it is still worthwhile for SA2 to provide the solution for RAN to consider while developing their own R16 SI.

KI#7 is for location service exposure. However, the internal LCS client is not considered in the scope. To enable a common solution for LCS exposure to internal and external LCS client / LCS AF, it is proposed to extend the scope of KI#7 to include exposure to internal LCS client. 
Solution#11 proposed a solution. Some corrections are needed:

· It is assumed that the RAN node, as an internal LCS client, is always authorized to use the LCS service to obtain the target UE location estimation if internal LCS client is supported by the network, thus no privacy verification and LCS service authorization are required to the RAN node.
· 5GC-NI-LR procedure is reused in the message flow, however, 5GC-NI-LR includes the steps of reporting to GMLC, which is not needed.

This paper is to update KI#7 and Solution#11 based on the above proposals.
Proposal

It is proposed to update TR 23.731 as follows.
FIRST CHANGE
5.7
Key Issue 7: Location service exposure

5.7.1
Description

Location service exposure is to allow the authorized external party or the internal client (e.g. NG-RAN node) to obtain the UE location to enable their application and services, and location service exposure needs to comply with privacy and security regulation. It is expected that location service exposure is supported by 5G system.
Editor's note:
It needs to be confirmed with RAN that location reporting to NG-RAN node is required.
This key issue will study:
-
The LCS services that can be exposed by 5G system and the corresponding service requirements, including the service type of Location Immediate Request and Location Deferred Request;

-
The architecture enhancement for LCS service exposure, the required NF and NF services;

-
The privacy authorization and protection;

-
The system procedures to enable each exposed location service.

-
Scenarios where UE is roaming, covering location service exposure by Home PLMN and by Visited PLMN.
NEXT CHANGE
6.11
Solution 11: Solution for Location Service exposure to NG-RAN
6.11.1
Introduction
This solution is to address Key Issue 1 "Enhancements to LCS architecture" and Key Issue 7 "Position service exposure"by adding NG-RAN as a potential internal LCS Client (i.e. internal consumer of Location Service). Providing LCS Service to RAN benefits use cases such as "QoS verification" and "Coverage optimization" as described in TR 36.880 [25] and in addition may be used by RRM procedures.


It is assumed that the RAN node, as an internal LCS client, is always authorized to use the LCS service to obtain the target UE location estimation if internal LCS client is supported by the network, thus no privacy verification and LCS service authorization are required to the RAN node.
6.11.2
Functional Description

This procedure is used by an NG-RAN to request the AMF to report the current the UE location when the target UE is in CM-CONNECTED state.
6.11.3
Procedures

6.11.3.1
NG-RAN Location exposure procedure

The flow below indicates the procedure where NG-RAN requests Location service:
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Figure 6.11.3.1-1: Location service exposure to NG-RAN

1.
The NG-RAN verifies the UE is in CM CONNECTED mode.

2.
The NG-RAN sends a RAN Location Request message to the AMF. The RAN Location Request message shall, using a temporary identifier, identify the UE for which location is requested and shall define the requested location information.


Step 3-5 follows Step 6-8 of 5GC-MT-LR Procedure defined in clause 6.14.3.1.

6. The AMF sends RAN Location Response to the NG-RAN.
END OF CHANGES
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